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0623353035

[P-8&53336AS5G00BI LOB'AI6Id I LOBEHTILAISNL S6SLNH()
QS5 LH5G3INOL 33dS60B3ISN 3565V I LI IS LOLGIZId A0

30bAN LMGS5II 4dL03 3I&0dI
Ie-gmbhs: mikheil donadze@bsu.edu.ge 9er-8mbGs: b.beridze@bsu.edu.ge
8502900l Fers Braborsggemol bsbyerdpogem 8502900l Fers Braborsggemol bobyerdpogem
gbogg@bodgdo gbogg@bodgdo

SdLASISE: 3nM3M30v9@0 LoobBMOHIszom JugErgdols s LogMmsdmmolic Lo@geglmdmbozsgom
39350ma0gd0L  LfjMsgo 956300050g00L 306HMdYdd0, sbsfogdmmo gsdmmzwomo LolEgdgdol
MLsBROHOBMYBOL MBOHMb3zgErgmazs bobgedfonm, LobywolwBmgdem s dsgrmzgsbo Mfjygdgdoliogol
300@03me 359mfi3935© 0g3o. MsbsdgMmazg 39393900l s®dmBgbol LoliBgdgdols (IDS) s 3s39¢9d0l
BoWEHM5300L 39dbmEmaogdol wdgGglmds 3gm sbmMEogergdl BMIRIIBE0MIPMEO ©IFEIYMITgdOl
LG aslimgsh sbsemobl. smbodbmmo bs@ggbo 960d3bgcrmabs Brwmgh 3mddorm@Eghmeo dgdg-
3000l MM 0IbEHOR0EMPILS ©s Fo3bg BHMIB0IOL dEMIoMYdsL, Moz Jabol bmgog Bosagls
650009600y gMoadgbBHBy gobsfomgdammo ,0mdLabrMgdaby MoMol“ (DoS/DDoS) @odol 8g¢g3900L
695¢00D5300LmZ0b.

LBoG0590 25565000Bgd@0s 0ligmo L3YE0B0IHO LIBGMBYYIO0, BMYMGOEss Tiny Fragment Attack
9 39BIMZ0M0 BMdgbEd0L (Overlapping Fragments) gs3mggbgdol bgbstgdo. 33emg30l doBsobl
$9608m596L IP-g3653096¢3)5300L 0930U9dwMgdgdoL Lo®Mdolgyeo 5bseobo s FsLdBH00MYdSPO
L50bgMMIs0M-g5dmmzgmomo  bolBgdgdol ©s33oL 9x39dGHwIMo, ©obsdonmo dgdsboBbdgdols dgdvy-
035390s.

15335690 LOGI3IB0: 3mI30ME Ao Jugwgdo, IP gMegdgbdogos, TCP, Jugrnmo Mlsg®Ohmbmgds,

DoS 39393900
1. 8gbsgogo.

YL ®96539MHM3g MBomdo Msbsdgmm3zg Lsobgm®mIszom LsBmyswmgdsdo Jugww®mo
5 49dmmzomo bobEgdgdo 3O0EH03ME 0bRMILEHOMIGMOL HomrOmoygbl. 0bgm®Mdsgomwo
LoLEJdgd0L MOS0 DBE0S O 39BJOMAI6MWO 2o69dm, BbI0mbserm®o Fglsdergdemdgdols
BOHEILMD gomo©, 860d3bgwmgzbs BMOL Jugwdo 89393900l s Logm®mbggdol mbal.
068mMm3s30Mwo  MLsgOHmNbmgdol MbOOWMb3gmymBs @Il Lobgwdfonm s 30M30mOs30v90
LGOI BHOIOOL GOMN-9MM J05356 A5TM()393500 0.

56599060m39 Jugargdol geH0-9Mm0 JoM0MOEO Jmmbm3zbss JoldEHsd0Mmgds - LolEgdol wbsmo,
390656B1bmUL Fo®Bomds 5 MLsxmmMbmgds Jugarol LoMmwyewol BMol dobgsgzs. Jugagdols
96535¢nq9MMm36930L 4580, FoegE® sOGbgdL bdoMow 59300 4sblbgeggdwmero MTU (Maximum
Transmission Unit), ®sg IP-g30og396@o300L 994960D30L godmygbgdsl sv30wgdgel boob. gl
360 ™39L0 29olbIMOL OO 3539300l IBFIZ3MYOL s F500 FgBYMT sHymdOl IBOTBMEgdOL
9O GHowdo.

009959005350 305dGH03ME0 330 GIMBOLS, IP-836s3d96E 9305 Jabol LgMomBbryEn WMlsgMom-
bmgdol HolgqdL. BdoMms, BowEHMs3E0ol LolEgdgdo s FsOTMYBHODIGHMMJO0 LOVELYMBOWS©
50m{jdqdgb dbmemE 30039 BOLAAIEAL, MoE 093ALBIYGdL Lodmsgdsls sdeg3l, 39MO
09MHMb 9393 99d960DTgOL s 2obsbmM30gEmb FmALsbw®gdsby ool (DoS/DDoS) @&odol
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39(H93900. 5MLYOMO ,09(3530 PoMLYd0“ (Gateway) ymgzgwm3zol 9B9JGHNIM0 56 sMOL, Moy
239b65fowadmwo Jugeol 9ergdgb@gdo s30me© 50dMboBYbos Loobxzgm®mBszom bs350gd0L sbs-
@oBom. 3odmzwgbods bsMzgbgdds s @obsdor™o FoldEHsd0Mmgdol 30MHMBdT0 sMlgdYEds
LOBONHYOTS 2ob530MHMdS obsdwgdsdg 33eg30L 5JB¥ISEMds. LESEGH00L FoBsbos IP-gMmsydqb-
Bd5300L  3530L90MYdIOOL  BowoBol Loxgwydzgubyg, BsIMYsE0dEl FolidFHEd0MBO  Ly0b-
RO IS300-458mm3womo LolEgdgdol 3308 989JGwIM0 dgdsboBdgdo [1,2,3].

2. dJoMmom5©o Ggdudo.

IP go@®Mo3ool @®mml, 00 99dmbggzsdo, MmEaLsg FsOIGME0DIGHMMOL Tglsbigargebyg
d99m@ol 3MoadgbEGH0Mmgdmwo @oGSMS3s, F5MTOMEH0DGHMMO 50m{idgdl dbmEwm® oGOl
306390 gMRIIPAL (30H39mo BMRTIDGH0  FobolsBMaMgds IP-LsmonMHol @sdzMol 39¢ol
960036gcmdoo Fragment Offset=0). 0¢) 3063900 BMRTIOGH0 6 53859MmBoGOL goEoMgdol
306MMdJOL, 0L 2obsaMgds. sbsMBI6O FMTIBEHIOOL MLsBROMLME FoBoMJds Fgodegds, o6
50bsOXGBS BOGHOMOL 2o0MMIOMO  MHYLMELdO, oYL J0Mm3gwo BMYTIEEGHOL  goM9dg
3B9M53s 35063 396 50fiymds sbodbegdols 3396d%y [5,6].

ROWGHMOL 300653089MH0MGOOLL JugeH 5©T0EOLEMIGHMOL bBoMmo 5J3L sdmE3sbs: omdzal
393806900 0b@HgMbgEol TCP-LgH3zoLgdmaeb, 0bogo®mgdymo dos Jugerol 3md30mEghgdol dog,
052650 53Mdoemlb dos 3mI30mEgMgdol 353806000l ©FYsMgds 4969 3MB30YBHIMGOMD 5T
M39BsL36gemgdol  0b0E0sGH0Z30m. @ILAWMWO  STMEIBOL  FoILIYY39HOIO BoWGHMO Jmbzoym-
M0MHYds 35M9 Jugeosb dgdmadsgseo TCP-lgydgb@gdol 4o@sMad0l 830Mdsgs5%Y, HMIEgdLss
09300 ©9ygbgdeo SYN do@o ACK d0@ol o6smLgdmdobsl; bgadab@gdo 3 doGol got9dg
OM3MEGOEISO FoBOIMPYOS o3I Jugwdo, MoEb obobo dgodwgds 93m3bmEgl 3o300ML,
MHMIgEoE 9339 ©93YSMHES Fos 30330vEgMHoL 0boEosEH0300m.

BOWEM5300L  3mbxgoaHOMId0LLL bdoMow 4sdmoyqbgds Joymds, MHMIwol Jobgzomsa
239609 Jugosb d90mdegoco TCP-bgadab@gdo SYN sewdom s ACK sendol 206939 0denm3gds.
09939, BM92896@5300L 458myqbgdom Fglisdergdganos s0bodbweo G9bwmE3oL 439MHEOL s3¢Ms.

Tiny Fragment Attack (RFC 1858) gg3v9dbgds TCP-ligadgb@ol bgermgzgbrm g30oadgb@osost olyg,
00 TCP-Lomsm®mols dbmermo 306390 8 md@Eg@o dmbggl 30039 g3Moadnb@do.

0MmOMEobdbMobzgmo Jabols bgemmzbmmms B3Msad0bEG0MgdM @oGMdsl TCP-Lgydgbdom,
505Lmob 306390 BORAIBAHL  od3l  Fmbsggdms ggwol dobodsgrymo Bmds - 8 md@gdo
(895bL9bgdm, MMI g3Msad96EJOOL BMIGdO F0MOMYOY0s 8-t1BgE 0D dEM3gdT0). BRI
0mboggdoms 39edo 0dymyads TCP-Lgydgbdo, Mmdgmog ofygds TCP-Lsmsm®om. 3o6M39¢ 8
md®gddo TCP-Lomom®do 900l godaHogbols s 8odmgdol 3mGmEgdol bmdcmgdo s Sequence
Number g3qeo, 95360 5¢0d900l 8609369¢mdgd0 56 dmbggds 30039 BMsadqbEd0. Gglsdsdobo,
RBOWAMO 355BMJOL oGIMTol 30M39e GMoadgbEL, bmerm ©sbs®BIb B3GMsadgbEHgol ol s®
39500§dqdL.

50235650, SYN-Ugadab@ol 89933900 ©sBoa®sds HomBs@gdoom doghimmgds ©sbodbmewgdols
33960l s sfymdols 8999y 3993985 TCP dmeremls [5,6].

Bob. 1-Bg Bsbgzgbgdos 2 gMogdgb@EHolgob d90sM0 ©o@ea®madol dosgowomo (IP-Lsmsndmgdo
2498094 z0@05 bo3MHOLRMO). 99 BMoa396ET0 BMmMogLGdME0s TBMEWME 3mMEHJOOL BMIMmJdO
Sequence Number 390, b 5¢08900 (3500 Mol SYN) 3500500 89mMg 36sgdgb@do. 890092,
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RBOWGHM0 5GMGOL 30MH39e BGRTIBAL, begrm ©sbodbmgdol 3356d%Bg TCP-bgadgb@o Fods-
3900 50{jymds s 3dsgzgds.

IP Header
MF = 1, Fragment Offset = 0
Source Port ‘ Destination Port
Sequence Number (SN)
IP Header

MF =0, Fragment Offset = 1
Acknowledgment Number (ACK SN) =0

Data Reserved |- |- |-|-|S |- Window
Offset Y
N
Checksum Urgent Pointer = 0
Options Padding

Bob. 1. TCP-Ugadgb@ol 136sadgbdsEool dogsmomo, Bosi TCP-bsmom®ol 306M39wo 8 mddg@o
9053900 30639 R3MAT96¢T0, beagwm SYN sensdo - 3gmdg 5300896 do

s0fgMowo dgmmEo bmdowos Gmyms Tiny Fragment Attack (RFC 1858) o ggdbgds TCP-
BomaMOHOL 39egd0L 4bBMb §5@aBHBIL 55306390 BMRBIBEHJOT0. IgMO, 9539JGM0s Fbmerm©
296339 89900bg9393do o 56 FoMTMoagbl MboggMLisgr® 158995 gdsll Gog@EMogool Lbgs
306Mmd7d0L  ologmgrs. 3ol dobgbos ob, Gmd TCP-ol Lsmsm®do (olgzg OmamME Lbgs
Bo@®BL3MOGHM  3OHMEHMIMEadOL F90mbgg3z5d0) yzgans ,Ls0bEHgMmalm 390 Fmmoglgdweros
LMoL 306MH39 8 MJBYGHT0 9, GgLodsFOLI, 39O FoI0bIE3EGOL FgmEg BMSRTgbET0.

59 Bo3dol 99@g30L96 o330l JoBbom, BoWEHME00L FoMIMEODIGHMMTs, 3bgdM0305, 56
Mbs  8950mfaml  oBea®sdgdol  5M530M39o  BMdgbEHIdol Fobss®lo. slgmo doymds
365dGH0 350 A9MGMEIOS ERMITGOOL 5igmdols 0o ny® 33960, Gog 060d3bgermgbsco
29HBOEOL JoFMMZWOm IGHZFOMMZOL S Fgladerms LMoo s3mfOHML Jo®IOYEH0BIGMEOOL
M9LwEOLYdO [4].

LOHMEO o330l MHMIMbzgwlsgmas BsgzdsMolios 4sdmygbgdmer 0dbgl gMom-ghmo 899gyo
dopmds:

e 56 505MML Ol IGSYM5TYB0, HMIgEsm30Ls3 Fragment Offset = 0 s Protocol = 6 (TCP),
bogmem dmbsgdms 39eol Bmds 65309000 39033999 BL3zMe 3608369mdsBY (Fogswo-
050, 20 mgB9gH0), M53 9MEOwIOIL0 Y3905 ,B50bEHIMJLM 390l LMo A9LSEYTS;

e 56 505MML Ol IGH9YM58Y00, OHMIgEmsmN3goLs§ Fragment Offset = 1 s Protocol = 6 (TCP).
LIMNO  IGHRMITOL  9OLYIMDS F0MmOmMgdL, G@m3 TCP LYadgbGo L3gEosWMHIE SGOL
5M533956GH0MJOM0o BomammOl oM 3390 39egdol LT3 s MMT Jugedo sMlYg-
0mdL 30603900 BMYYTIbGH0, MHMIgeos 99oaegl dbmwm 8 mddgd 9mbszqdl. 3 dgdmb-
393990, 0bgo35¢0 0oL, HMA 306039100 FMSRTIOEHO FGoEGHOL 2o03wr0l, IB0TbMEIgdOL
3396do 396 89dgdl LOHYEO EOERMSTOL {YmdL, 306500sb FgMmMy BEMLAB6EGO BowGHMOL
3096 25650 MH VY.
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30LB0dBsZ305, MM MEYPID Mo 3BMZMGOST0 5MLBEMML IMa30(93L OGIYMSTOL BMOY-
996@9305 806005¢ny® Dmdsdy, Mobzo Bgdmm 890mmoz5HgdMWo BowEHMHEooL FgoMmEIdOL
258094969000 Wga0E0TMOHO GERMTJOOL 35030l ByEol BHME0Os.

3M5ad9bG 300l Igmeg s139dB0, HMIgEoiE LLob@ghglms MLsTROMbMYdOL MZsElsbMolom,
3oL gooxgsMzomo (overlapping) ®GsdgbGgd0. 89dmbggzs, GMmELsg gmeg RBOSYTIOEGHOL
9mbos399900 b5HowmdMmO3 B3l 300390 BMsRTI6AGHOL Fmbs3990L. SLge EOML LodME ™M™
390930 593000909905 IP 1Eg30L M75¢00Bo3E05BY 3M63M9E M Mm3gGaowe LolEgdsdo.

bdoMo 2odmygbgdeo MHxoEr0B30900L Jqdmbzg35d0, FOWIRIMZ0MO BMORTIDEHOL Tmbo-
399900 25sf9OL fobs x3Moadgb@ol dglsdsdols boffoerl, Mol Gggaswsi dgbsdergdgeros TCP-
LMoL 3OOGH03M0 3gergdol dgE3ws s SYN-Ugadgb@ol dowgds Bow@EHMsEool 339Mool
530000,

39630bowmm TCP-bgadgb@Hol 89933900 IERMBoL Fogowomo, Mmdgwos d9ygds MmMo
03M53996FGH0LY6 (b5b.2, IP-LomamEmo 459mymxzomos bogMobg®ma).

IP Header
MF =1, Fragment Offset = 0

Source Port Destination Port

Sequence Number (SN)
Acknowledgment Sequence Number (ACK SN)
Data Reserved -lA - - |- - Window
Offset C
K

Checksum Urgent Pointer = 0
0

IP Header
MF = 0, Fragment Offset = 1
Acknowledgment Number (ACK SN) =0

Data Reserved -l-1-1-1S |- Window
Offset Y
N
Checksum Urgent Pointer = 0
Options Padding

Bob. 2. 4000035630000 BMT)6GHJd0

3063900 gMd96E0L Imbszgdms 39wdo M0l LMo TCP-Lsmsw®o, MmgE0gdol AsM9dy,
393bgdemo byergdom Bmdsdy, OHMIgwoE G3s MmIGIGHOL XJMe©os. MMy FMRTIBEHOL
9mbsggdoms 39wdo - bbgs TCP-Lsmom®ol bsffoo, ©sfggdmmo Mogoo dggbdg mddégdosb,
MmIgedo ©oygbgdyaeos SYN sensdo.

BoBL, H@A gmMg BMa396E0 9Yds 30039l (30H39eo BMRTIbEHO Tgoie3Lb md@gdgol 0-23
LSPYoLO IGSYMHTOL FMbs(398900b, bragnm Mg BEMLRTIBGHO 0§Yygds MmdBHBH0IL 8, Mowysb
dobo Fragment Offset=1). ©56086wmgdol 3356d0L 3939, MIgEdsiz oo™ SO OGRS,
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©59M30009099os IP 9ol 69s¢0bs3EosBg. b8ocMms ©odogtsdol sfymdolisl dgmeg, gowos-
39M3000 FMTIBGHOL Imbs390900 0fgegds fobs RMsadgb@ol Bgdmm. 93350, dogowomdo
00439600 B30l 5fiymdolisl TCP-Losmsw®do 4o0s0fgmgds 39gdo ©sfygdwyco ACK SN-
b FgmMg BMoadgbE0sb 36033690 MdqdoL Fqlsdsdobs, @S LsdmEMmmE doowgds SYN-
L9adgbGo [5,6].

o) Tiny Fragment Attack-oligob oolis(39390 39800y9gbgds Bgdmo s@fig@owo 30639w0 doymds
(Q593M530L 3003900 BMdgbEHOL T90mfiagds), 3s30b 49@8sMZ0m0 FMaadgbEgdol 99dzgmdom
0MOHMEQ6IBOIH30wl Fgde0s 339MO0 5995MML 5T I(335L.

050IOMGHO0DIGMM0, MHMIgEog 094gbhgdl dgmeg doamadsl, FoMs@gdom swmdergdl Tiny
Fragment Attack-b 4500593503000 336530963 3000m.

5390  BOWEHM305  MEEoLbIMIL  ghmo 35393900l  Jugedo  ASBIMYOIL s  Lbggdol
0Mm306905L, Moad9bE300L MML Jugwdo gmfigzsl dgdewrgdgb dbmeme ol gMmsydgbdgdo,
I gd03 96 89039396 dEMI0MmYOMOo 35393H900L LomsMgdl (tcp, udp sb icmp), Mob Jugeol
0593930 BOWGHM300L FMfymdomds 396 sbgmbgdl Lomammols 3geols IymdsMgmdol sbseobl.
LoEoE0d 306306 5B30690L, MMI b EL0dEPMIML yz9ws BMYTIbEHO, HMIgEms 0EIbEO-
330353™MM900 98mb3z935 IBMMIOE0 BEMAI6EHOL 0IbEHOR0ZSGMOL. MAEs, Bmaoghmo Jug-
@O0 Fmfgmdomds 56 0bsbogl 59 0bgMm®To30sl, Mayb olbo 5565¢0BYOID dEIMIOEO
03M53395@0L 99809 3539G)JOL, OHMYMO3 39¢139MIWL, ©HFMI0EIOIEL OO 36 5BHMYdID sbsem-
2400l Hobs 96 8m0g3bm 35393Jd9b. Bmyoghmo Jugewr®o Fmfymdomdols IMdomdols sbgmo
360b(3030 ©5353006M90w)0s 085LMB, MHMI LsFOMHMS POMMIMEO 353930V 5b5E0bHO, MOlMZ0LSE
L5 FoMMS JBodsdolo MHgMLYdO, HMYMEOEF POHMOMO, 0LY 535MOGN-3MIMAMITM0, Mro3 YMm3IEn-
®30L oLOEGdO 56 SGOL 53 JSLOL FMHYMBOEMBFIOLMZOL. A530EGOOM MBRMM ToME0300 MBROM
2585030390990 50J4oGgdE ol 99Jdbs, GmIgwoi 084985390L 0930 RO LHMIBS.

0gdbgds Lo@MoE0s, MmEaLsg Jugwdo ool 353930, MMIWGdoE 96O  53054MBOGdIb
O0Mm30M900L 3M0EIM0IGOL, M0 56 5HOL LEMEMO, HMTGEOE 0EIBGHOBOGEOMPISL 390090l
353930b 390360¢qdsl BGsx3030L 535 0w 00 GHo3olLado (tcp, udp, icmp).

099 5996900 5¢0odol IJmbg oGIRMds 339U Jugeol, Losg LsFoMMs BMLRGBEEOS,
05MIOEH0DIGMM0 5Rgbl ol s MOOMBIBL 250aHo3b 3MbGL, Gmaméi ICMP dggmdol
3939md0bgdsL. gl g@ymdobgds sh39690L Jugerol MTU-U, MHmdgerog dmombmgl B6msadgb@ogosl
(9 9930mMTol  FgBHYmdobgds FgodeErgds  458m0Ygbml  ™s3sdLbbAgErds  Jugerol  dsM339weo
193396¢ 0L MTU-U  @oboagbs®, Losog 9gda@MgmdlL  dobmzgol Loob@gtglbem bsdoBby o
399380 d90dagds 4sdmoygabml g 3608369wmds msgz0l0 30BbgdOLMZOL, F595¢0MOE, Md30B0
3539H900L  39b696MH0MgdoLbmzol 58 MTU-mo 065bdsmgmol 4ologugws). bmyogmmo 3mb@o,
3°9my9gbgdo Mm396mo30wo LobGgdol dobggzom (Fgledsdobo tep/ip LEg30), 3sbBMsb gbogbols
Jugdo Lofgol OESYMEToL ©oYgbgdEo BMeadbESE00L sedom, sey)bl MTU-U ©sbodby-
900l 3bGHMOb 08535 gBsBg. vy ICMP dg3maol dg@ymdobgds d6rbogds mxum dEzoMy
MTU-00, 3mbGo sbgbl ©sbodbmargdols 3mbGolmgol 4s6379m3bowo @o@syMsdgdols ©sds3g-
A0 X 3953905, HMIgdoiE 00D F30Ms, HMD 05300 5030 ML BMSRTIBEIE0s. 505D
053538060900m, RMAT6GE0s 9930MIRL  Jugerol FM8smdol  9BgJGHWIOMBL N 0sbMdsTo,
M50 900 RBMaBEOL 3930l Fg8mbggz980 LoFoMmms g4zl bgmsbems goabagbs (50
0530090990 905Dg 03905 "OGHOdMMZOL" B30l 89393900 BMR96EH0MIOMEO 35393 gd0m) [5,6].
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3. ©5330L 99ds60Bagd0 (H93magbs30900).
53533953 9305D9 IRWAbdMwo 89393700LYs0 WoE30L doBbom Mg3mIgbgdmEros G900
dopmdgdo:
o TCP @®Myxo30Lbm30l 300390 BGMadgbEol dmbsggdms 3gwrol dobodsgrm@mo  Bmdol
3MBGHOMO (665653090 TCP-bsmor©Hob LMo Logy®mdobs);
e Fragment Offset = 0 9jmbg TCP 536533963900l derm3069ds;
* 2500583503000 BM56EHJOOL 00gbEH0B0Id305 s FobsYMMINDS;
o 535395630 JdM0 35393H9d0L 353300 3MEoEH030L 350mygbgds 39M0TgEHMME dmfymdo-
©mdqdbY.
50b0dbvmo doymdgdo 365dEH030wms© 56 0f393L wga0@EH0dMmo GMmIx3030L 35635, 30bs-
0056 ©95¢M Jugergddo dobodsMmo BMIoL BMORAIBEGE0S 0830505 A98M0Ygbgds.

5. csl33360.

IP-3653096@ 5300 §o63mo@aqbl s9930e0gdge Jugarwy® d94sboBal, mdi3s Bolo sGMILHmEO 96
0MmOMAS© 3odmygbgds Jobol LgBombBmE Log®mbygdl Lsobxm®dsgom WLsgmbmgdolbmgol.
UGl BoGgddo bsB39bgd0s, GmI Tiny Fragment Attack Q5 go©OBIM30000 BERTI6EHJOO
9899GIM9© 45900945690 Fowr@E®ma300L §39MEOL 53¢0LMZ0L. gLedsToLO, FolTEHIVDOMIISO
MBsRMMHM JugEIHO BFOILEHMYIBHOHOL YYHBHMB3ILIYMBI® 9Y(30¢GdJ0S BMRTIDEHIG0OL
0530L9099M9d900L 25m35¢0oL{obgds s GgLsdsdolio o3l 8gdsboBagdol 0bEgamaios.

COMPUTER SCIENCES

IP FRAGMENTATION-BASED ATTACKS AND PROTECTION
MECHANISMS IN DISTRIBUTED AND HETEROGENEOQOUS
NETWORK SYSTEMS

MIKHEIL DONADZE BESIK BERIDZE
E-mail: mikheil donadze@bsu.edu.ge E-mail: b.beridze@bsu.edu.ge
Batumi Shota Rustaveli State University Batumi Shota Rustaveli State University

ABSTRACT: In the context of the rapid advancement of corporate information networks and international
telecommunication technologies, ensuring the security of distributed computing systems has become a critical
challenge for government, administrative, and law enforcement agencies. Most modern Intrusion Detection
Systems (IDS) and packet filtering technologies are unable to perform a comprehensive analysis of fragmented
datagrams. This technical limitation significantly hinders the timely identification of cyberattacks and the
blocking of malicious traffic, thereby creating a fertile ground for the execution of Denial of Service
(DoS/DDoS) attacks distributed across multiple fragments.

This paper examines the tension between the demand for increased intrusion detection efficiency and the
necessity of aggregating heterogeneous information-computing systems. This problem is further exacerbated
by the technical possibility of concealing destructive actions within individual fragments.

The study analyzes specific threats, such as Tiny Fragment Attacks and Overlapping Fragment scenarios.
The primary objective of the research is to conduct an in-depth analysis of IP fragmentation characteristics
and to develop effective, dynamic protection mechanisms for scalable information-computing systems.
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