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H9bomdg

LEHOGH0sdo  AoBboEos Bogmgdol 0bEHIMbgEoL (IoT) 93mLOLEHIT0  MLOSFOHPHMYdOL
36M0G03MNWwo  350mf393900 ©o  s0hgMowos Microsoft Azure Sphere-ol Jglodergdermdgdo,
Gmdgwoi  FoMdmoagbl  gMo-gMom 3603369 m3sb  3aodBm®dsl  IoT  dmfiymdowmdgdols
OHEMEMO0L  MHOWO39wlogmEBI©.  33eg35  996M056908  MLOBOMbMYdOL  0bmgszom®
d0™dgdl, dson dmMol Zero Trust sGJoBdgd@m@sl, Cybersecurity Mesh-b, darmdhgobby
©5319dbgdM  0IBEGHM™MdOL FoMmzsls s PUF  3Hgdbmarmyogdl, 6s3 byl mfymdl IoT
068305 BHOOL FYMIEMBLS s FobTFHIOMOMBL. HoMdm©ygboo sbserobo sB39690L,
6md Azure Sphere-ob 0b@gaMs30s Azure IoT Central-osb 535003936 6o  FbMEMm©
9fymdoEMmdgdol  MLOROMbMGILL, M9  dmbsgdms  IMboGHMEMObals s Mm3gMsGHome
96503 039L. 89009250, 331935 d0Momgdl, MMI IoT MLsgmmMbmgdol Imdsgzswo gg3mdbgds
06@¢ 92006090 Mg, BosE 399005690 w0s bgumzbm®o 0b@gwgd@o, wmwmdemgzsbo
19M30L9d0 O SHIEO MoMBOL 530096E0B0Io300L BgMPYdO.

1553396dm Lo@yzgdo: bogmgdol 0bBHgMbgEo (IoT), OMdWM3sBo sdmm3zwgdo, IoT-ob
MBOBOObMYds, Azure Sphere, Azure IoT Central.

1. 9glsg5¢mo

3603005, HMI 30RO 3H9dbmema0gd0 JAbol sbser Fgliodergdemdgdl y3ges GHo3ob
Mm6OQ60D5300LMZ0L. MMM, Gb MOl sbsgro doamds, GMIgEoE 59MM0569dL S~
905690L, dMbs39990L s 3MHM(39LYIL OO LogMm™ FoBBOL Jobow(ig35 s MHMME3gEgmAL
§o63o@q0sL 308360 Lodgs®™To. 30BOYO  GHMBLEMOTs305 sMOL dODBBIL 0bmgs30s,
OG0 99Y4s6m90s 0OMBIEM396 3eoBHBMEOISL, bgrmzbme 0b3gwgddHL ©s bogomgdol
063)90b9@L (IoT), Mg MmMasboBs3090L d0DBBILOL FsMMZ0LS s AIMEOJIbOL sbogw 4BHgdL
L535BMBL.

LOPOOIMMS  W0IMYOTs MBOMIB  Ws0fYgl 0dol  A5EbMdOYMGds, M Gdgbo
360336935605 603mgdols 06@gMbg@o (IoT) dsmo 3m33560930Lm3z0L. IoT-b 593b dEdogo
339390600 (396396 s HgwL MHYgMdL LHMMO Q5wFY393H0gdol dowgdsl bgdolidog®
00Bbgldo. IoT 3o@GHBRMMTS 456MHJdbol olgo 0bYMLEHMOYIL, MMaMMOEss X9b©sE33,
96960293039, 93GHMIMdOW Y00, FoMmIMmgds, GHGMBLIMOEGHO s Ubgs. IoT-o0 0dwmgzs d0BbYL
3639LJOOL  F9IOYIMHJOOLS O J9WFY39G0WGOJdOL  F0MgdOL  FJLodErgdMdL  Byblm®mgdom,
3mfiymdowmdgd0m ©s 3Eo@BmMIgdom. [1-3].

603930l 063HgMbgBHols o 5393006900 FMFYMBOEIMIZIOL  BsboMmo  LGOBS©
0bMHYds.  Jowombmdom  IMfiymdoErmds 939300090 ME0s  WOWBY™MSD,  bmem
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53533060900 IMfYmdoErmdgdol  MImsgzmgbo  3OHMdEGds  MLOBOMbMYdSS. 353960900 ©d
0530053bdggd0 094969096 (339 FMHYMBOWMBYBL, MHMIGOOE O3O300MGON0s Loy oM™
06396693 96. (36m000s IoT dmfymdowmdols IMs35¢00 Boddo.

2016 fgl Mirai-dm@bg@ds 89o1396bs 0b@gmbg@ol gmbdsombomgds. 2017 fgwl, sb-
393°60L  35Bobmdo 0bGHIMBYBHE 539300607930 Mg3BoL 93B0 JsdM0oYnbals dgMAbMmdOsMY
9mbs399900L Imbodsto. 2024-2025 {Hengddo godmgzwmgboos Mirai-dm@bg@olb sbsgro dmo-
1035309, OHMmIgeoig DVR GHodol (3009mPsbsfigmgdol slsm3zsmwogmgdgwo dmfymdowmdgdo)
LoLEBYF9dL gubToL Mozl MOLMZ0LE MY s BYLE 35OHMEIGOL 0Ygbgdl. 33rg30l dobg-
30, 2024 (9wl ©sx30dBoMES ssbEMgdom 1.7 Joe0sHEO 153sbbAs IoT dmfymdowmdgd by,
I gdoE Mirai-bs o 356006 b3l dmEbgGH9dL 3538060 9ds. 2024 fierol mg@mddg®do Mirai-
0mBHbgBHOL 9OmTs IMEOB03ZS3050 2obsbMOE0gWs M93mMEWs© dobd@sdm@o DDoS 993939,
690l LoddE 3698 5.6 (HB/fd 950bs. M530olLAT0 ssbEMmgdoom 13000 IoT dmfymdowrmds
dmbsfogmds s  0b@gMbyBLYM30LYdOL  FMTomds  OMYdom  Fgomgmbs. 2025 fgwl
299m3e0bs BadBox 2.0 3m@693)0, O©mIgeoi Bosbl s9gbgds bds®@-@gurg30Hmmgdls s bbgs
IoT 8m{ymdomdgdl. dobo sdmygbgds bgdmes DDoS 0s3slbdgdolmgzol, msowomv®o
193900l 2obbmM30gegdols s FMIBAIMYIJ DS FMFYMBOEMDdYIOL  565356MmbogMmo  dMmduo
bYM39M9d5 J3930L doBbom. Nokia-U 33arg30L dggys® odmzargboeo Elevenllbot dm@bg@o
9056300 Mms  094gbgds  39935996M90Ls s 3000gMPRBIHGMGIOL  LobBHYTGIL,  2obls-
39900MHgd0m 583-00, Fosero dmEwEmdol DDoS 8993939008 mMas60Hgdolmgol. s0bodbmaro
390mbg935 300093 gOmbge 5639690L IoT Imfiymdowmdgdol dmfyzesmdols dslidEHedqodl.

2. 3900MEMEMY00.

9399 BES@G05do IoT MLog®mMbmgdol Lbsgzombgdol  33eg30Lm30L  Qodmygbgdmeos
HMAMO3 30530390, 0bg MJMO0MEOo SBs0Bol FgmMEYd0. BHMOIOEOE0 MLIROMbMYdOL
dopamdgdo (Firewall, VPN, s6&0306H1b0) bdotMs@ ULogzds®olo o6 smol, Mo@ash IoT ao6gdm
390m0MBg35: dmfgmdowmdgdol  39@gHmygbOmdom — bbgoslbgs dfs@mdmgderol dmfymdo-
WMdYd0  2oblbgogqdmwo MLOFOHDHBMYOOL 3OHMEMIMEgd0m F9domdgb; dmbsggdoms 3mbgo-
©96305OMmd0m — IoT LgblmEMgdo HBA0MmI s3MHM39096 3065 56 3TYMH 30X 0bBRMMTS3OSL,
O0Iwol  MLOROMbMYds 330w GdIIWos;  MYoErE  M™mdo dmmbmgbgdom - LobEgdgdo
U5F0MMIOL LHGMOE M953060905L, 530GMA MBsBOMHMYBOL 3MIM39MOYOTs 56O Mbs Fgobgrrmb
dmbs(39000 2o5390d.

399650BgdME0s  berglo  Lsdgboghm  fysmgdo,  OmIwgdog 0339396  IoT
9mfiymd0wmdgdol  53m9bGH0RB035300L  sbogw  FgomgdlL. gsbbomo doymdgdo dmos3L
Abmdmd 3O03GHMAMB0sL, Zero Trust 360630390, 30BN 5653M30090500 BMbJ309d0L
(PUF) 990mygqbgdsl, 93963 ©ow0bgdme  0©gb@mdsls s blockchain-bg  ©og3wdbgdmen
53m96GH0803S305L. YMomqds odsbgowgdmwos Microsoft Azure Sphere-ol 3wo@Bm®doby,
63903 990056708 g SoC sGJo@gdBHnIesl, m39MsEome LobEgdsl s MmVBdEMZsD
MBOBOHPHBMYOOL LgBZ0LU.

3. Abxgamds.

dmwm emgddo IoT 93mbobEGgds 0bGHgbbomMo  0b@gyMogool  3MmEgbdos 0bmgszow®
3996 My090m5b, M3 byl Mfgmdl 303OXO BHEOIBLRMMOTSE00L Jow®mTs39dsL s Aol SHsEO
19969309960 gLsdgdMdgd0Ls s EYMIO J9B30MsMYdOL 39M37JEH039d00 590EEMYdL. IoT
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9fymdoEMmd9gdol JolMmdMOZ30 39303900l odMm MLOBOMBMYds 9B JOM-9M0 Y39w sy
30030310 Bozombo. ©9s86Meg30 dmfgmdomds, bgblmMo s Jugarol FgdGowo gMmdsbgml
393006000905, 053 BOHEOL JugErols 09MHMJ0IPMOIL S M35 MBOSE MOl30dL.

39630bomm  sbsdgmmgg doymdgdo IoT 93mbobEGHYdsdo  MLsgmmbmgdol  Asdwog-
900Lm30U:

Zero Trust 56JoGgdd«es, gb 5oL 30M063030: “961030L 9bM, YmzgEmM3olL Qo@osdmfdg”.
939w mfiymdoEmds, dmdbdsdmgdgwo s LgMzolo dmdog 9530096G0RB03o30L oo, Mg
9600369cm3gbso 59306093 Jugendo Tgefgzol MHoL3L. dsgowoms, Cisco IoT Threat Defense
0ygbgdl Zero Trust doymdsl LIsME Jowsdgdol Jugewdo, MHBOWYD39WYMBRL IMSZ35¢EMbO6
05339050 s 3dog Imbo@MmMobyl.

Cybersecurity Mesh, gs sG>0l Jugerol MBsgmmbmgdol 3sbsHowgdmwo doamads, Looa (335
bgds M5 Fbmwm (396G e F9OGowdo, 50599 oo™y IoT Imfymdowrmdsby.
230053 9LMdSL oMo gbl ol BsGo, M Jugwol bgdoldogho FgMHEHowo ogEwos, M3
3d6033b9crm3560s IMoz5c0 bbgoolbgs dmfymdowwmdol djmby 0blGMmome LolbEgdgddo.
005005, Microsoft Azure Sphere <bMmb3zgerymal Microcontroller Units (MCU)-9d0b
MBOBODHBMYOSL, LbgbbmMgdol o IoT dmfgmdowmdgdol dmdog gobobergdsl, sgMH0sbgdL
9fymdoEMmdgdl s ©OHVBMZ96 MBOGOHPLMYDL.

FoxgM5300 O MLBOIBOMBM 303160 35(30900. Ibs379900 IoT Jugendo Mbs 0yml sToBHYIO
o §9OGH0wsdy (end-to-end encryption), Mosms @033 30O IMbs3789d0 s
3M39OH 300 0bZMEOTs30. Fodoeoms, Amazon Web Services IoT Core oygbgdls TLS/SSL
3OMGHMIMgIL IM[gmdowmd0b MMdEsdg 0683MMAs:300L gosalivEgds.

0ol3gdol FoMmM3d s bgemmzgbm®o 0bGgmgd@om Fommemo dmbo@memobyo. bgwmagbm®mo
06@gagd@o sbgbl Imfymdowmdgdol J3g3oL sbseoBl, 5830JLoMGAL s6MToe0gdL s Hobolifo®
SBOMLOWGIL  dglsderm 99393900l Gglobgd. dsgowoms, Darktrace IoT 0ygbgdl AI-Ls o
0569569960 130900l 5eMGHO0MTGIL JugEOl FoFsMWGIGEO 5dGH03MmO0L Qodm3mgbolmaol.

9653500Mb0sb0 5300963 0x3035305 (MFA) IoT 3mb@39Ju3do. IoT dmfiymdowmdgdo bdoMs
05005396 360093690 ™m396  3MHMmEqLgdL  (Fogooms, 9BgMRBHO30L 96 LAsM@E  Fgbmdgdol
LobB9dg0L). MFA «b6Hmb3garygmagl, Mmd 3mds 80ommb dbmewm 93¢ ™M0HYdmds 30609d0s.

36159430390 Foa5e0mOol Bobom, gob3obowmm BoMmTs F5030MMbMBEHOL J9wFY39GHOWdS -
Azure Sphere, ®mdgwog Jobol LEYWOsE b EMbgL  AHoMmMGdWIdIOLIMZ0L  (30BOVIO
GOBLBMOT>300L  93mgsdo  Fgboligergs@. gl Lodwgorgdsl  5dggal  Gsoy  ddosdsbgzowmb
496500905 [0T-Bg ©sxmdbgdme 360Hm©d@gdbg, bLyM3z0Lgdls s BMBJ309dbY Jmgwo dsmo
536J30mboMgdoL gobdoganmdsdo [3].

Azure Sphere - 9909905 L0 3m33mbg6@E0LY6: oMo LolEgdologsb MBmswmp Bodby
(SoC), MLomOmbm Mm3gMms3omwo LolEgdobsysd s MBsgd®mbm OMBEMZsB0 bYMHZ0LOLYYE.
b.1-Bg Homm©gboo osgMsds 430639693l @06 5OJodgdB sl s MM, MMIgabsg
LbOMEgdl Azure Sphere Security Service mg3®m oo IoT bEgbs®ol RoMawgddo, Lowsg
d9L5dEgdY0s s5MlMdOm Azure Sphere dmfymdOWMBOL gobmogligds.

Azure Sphere 950c0mboll FgbGHo®gds dgbodewgdgeros IoT Central-ob bsdmowgdom [4],
MOmdgog  Fomdmoagbl  IoT 63035309006  3WOGHBRMOTL  ©d  235dg3l  LBodwgoegdsls
393593060Mmm 3505(Y39GH0wgd9d0oL 9990853900Ls s dMALobMgdOL boGxgdo 3MO3MOsGHO
©mbgbHy. dobo  LsIMowgdom  JgbodEgdgE0s  39M339Mwo  IM3wgbgdol  dmbo@mMobyo,
3099390y 035¢ym©mol 936905 @S FoMMZS, 91939 BsIYbgdMo g3l TMFYMdOEIMdJdOL
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365030306 BMbJgombowos. IoT 0bg®slBMmdGMOmol gbmvagds LodmEMME EIGHTMGOS
30omIMgOGIL 20530gMHMB S osRIMMMZMB 530560 bog9wg bg®z0lgdo. Azure Sphere-ols
930LoBEBBs 5350M3H0390L 3MHMPbMBOMYd5O 39gbo3MMo LOLEBHYIGOOL FobEIsRYOL, F>MMZOL s
MLOBOHPBMYOL [5].
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b®. 1 Azure Sphere dm{gmdomdol s6Jo@gd@wds

9525000LsMZ0L,  BEAOGH0sFo  FoMTMP9bowos  FMfYmdoEMdOL  Fodermbo, GMIgwos
296LsBO3MO3L Job FgLodegdEmdYOL s ©9353000©9ds IoT Central Application-U. dmfigmdogomdols
d9Lodgdemdgddo JgolL  BH9EgdgBHM0s, MMIGELs3  9gHegbol  dmfigmdowmds, sbggg ol
30199900 s 8Mds693900, HMAWYGOBYE 19530M9OL IMFYMOOEMBS. dMfYMdOWMdOL Jodmbols
1539950 53035330580  TglodgdgE0s  MMIMOE Mo Mo, ol  LoIMWsEFOMMO
9fymdoEMmdgdol  ©s35GHJds. 030GH0MYOMo  IM{igmdomdgdo  LolaMagdwms IoT Central
Application-ol  J3g30L  dgLodm{jdgdo@, Lsbsd dmbgds  Mgo®  IMfYmdOOE™MdYOMD
053933060900 (65b.2).

9fymdomdol Jodmbo s®oL 49ads, OMIgEoE obLsbBP3MIZL Tmfgmdowmdols obgom
Joboliosmgdgdl s J3939L, HMYMOOES:

e H9gdgBHe0s 5649 8cmbo3gdgdol 6535000, HMIgElisig 00 sgbogbol;

e 30BbgL M30L909d0, OMIgEms 9333 99d0s M3YOOBHMOMU;

e 3mfymdowmdOL M30193900, MMIWGILS 5RJbL IMFYmdomds;

e m39M53MM0L 096 AJ600 M301909g00, MMIIdOE J9BLIHBMIME396 dmiymdowmdols

3603
e 30J5690900, HMIOMSE M3GMOEHMMO 3w9dsmdl dMfYmdOWMdsbY.
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mlsmmmboabol S3mo3sEgos £ Seanch

o > Anure Sphece Sample Device « 2gwjnkgyihe

3 Dashboard: 9’ Azure Sphere Sample Device - 2gwjnigyihe

: About  Overvie Commard  Baw dat
I"""' Davicas =2 W ared 3 ata

Termparature & Tarrparature

ST | T (P A T 49.22

)27 P
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b®. 2 Azure Sphere-ols 30smd0l 30m3gbo Azure IoT Cental-ol d5H5%y

99003900
3319350 563965, ®M3 IoT MLoxGmMbMgdol 9539dEH05bMds 0BMHYdS, HMOYLOE 2odm0ygbgds:

e Azure Sphere-obl 93mbobEgds — MLogOHDbM SoC, M39Ms30w)o LoLEYTS S VOB MZSB0
LyM30L0, HGMIGE0oE 9OM056EIds IoT Central-mob;

o Zero Trust s AI-bg ©s8dbgdmmo sbseobo — Moz 5930090l 89393900l Gob3L s
BMOL bmdL;

o PUF (s Blockchain s3009630%3035305 — Hm3gdo3 90x™mdqLgdgb 000gb@Emdol dsemgol
93069 MgbyOLYdOL dJmbg dmHgmdomdgddos 30.

4. ©sb33bs

IoT 93mLobEgds goboEol gotmsddbsls MLsgmmbmgdol sbowo dmEgugdol sbgMazom.
339300 89009350 90060, Hm3 Azure Sphere s Azure IoT Central §o63mo@y9gbb 3GodGHo3me
39050939GH0wgdsL IoT dmfgmdowmdgdol MLsgmmMbmgdobmazol, bnwm 0bmgzsgom®o doymdgdo
(Zero Trust, Blockchain, AI) §dbob Logzwydzqwl IoT-0ol 3aMewo 49630005M900Lsm30L. dmdogwrols
396139903530 530090905 F9BHO 33935 dYd 3M03EBHMYMOB0sDY, Al-Bg ©oRMIbydmw
3bmBo0gdol 50dMBgbsHy s ©WIEIBEGHMIODBYIM 530096BH0BR035305DY, Moms dJmbgl ToT
068365LGMIBHOOL FoLIEHdIOO O MLOBODBM 063HYM300 BB3sILLZs 0bEYLE®OosTo.

dmdogerol  39ML3gd@03500, IoT  LolLGHgdgdo ULy 9idm 9GO  39WS0J(3930
06393006090 3WsGHBMMIJOs©, LOSE  399MH05b©gds  bgwmzbmmo  0b@gwgddo,
©0OMB™3s60 LgM3z0L900, demdhgobo s 5G 3mIMb03s30900. 58 3MMm3gLdo 39bGHGMIW OO
YOO MF0M53L  MLOROMbMYISL, MO 49630msGMGIsLS s dmdbowo LgHzoLgdol
90{m@905L. 3063093 LRIOHMYDdF0, HMAMEOOBSS OBMLEHMOMEO 53GHMIdEGHO0DSE0s, BLISOE
Jowodgdo o 969m9@035. 339 PobL M9goe®o 999y900: MBOM Foswo 9igJBH0SbMds,
3903300900 653503900 ©O 93MEMAO0MMS© LMBMS 20fY39G0w9gd900. LHmMg
sbgmo  LObmgBM®O  FJoymdgdo  FobBLLIDBEZMIZL  MOPSBODOE0gdOL TGO
AGMBLRMOT5300L Fo6do@ g0l S JAboL BBl 0bM3zs30MO 93MbMmIozoLm30L.
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Abstract

This article addresses critical security challenges within the Internet of Things (IoT) ecosystem
and highlights the capabilities of Microsoft Azure Sphere as a robust platform for safeguarding IoT
devices. The study synthesizes contemporary security approaches, including Zero Trust
architecture, Cybersecurity Mesh, blockchain-based identity management, and Physically
Unclonable Function (PUF) technologies, to enhance both the resilience and scalability of IoT
infrastructures. The findings demonstrate that integrating Azure Sphere with Azure IoT Central
streamlines device security management while enabling comprehensive data monitoring and real-
time operational analytics. Overall, the analysis underscores that the future of IoT security depends
on an integrated framework combining artificial intelligence, cloud services, and next-generation
authentication mechanisms, thereby providing a holistic strategy for securing complex, large-scale
IoT deployments.

Key words: Internet of Things (IoT), cloud computing, IoT security, Azure Sphere, Azure IoT

Central.

82



